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Las nuevas Tecnologias de la Informacién y la Comunicacidn
(TICs), en particular, la Inteligencia Artificial (IA o AI -
abreviacion en inglés-), no pueden considerarse neutras a
objetivos politicos y econémicos, por lo que se debe,
previamente, legislar debidamente su uso y organizar el
control y destino de la informacidén que se obtiene.

Debemos tomar conciencia que, a la obsoleta o inadecuada
legislacidén existente en Argentina en materia de TICs, se suma
lo totalmente novedoso y dificil de imaginar respecto de todas
las derivaciones posibles, que presenta las realidades
trabajadas con la IA. Esta, con la posibilidad de aprendizaje
automatico, evalua una enorme cantidad y variedad de
informacién acumulada, con gran capacidad de analisis vy
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generacidén de predicciones y previsiones, en alta velocidad,
lo que permite identificar patrones y relaciones que las
personas pueden pasar por alto. Todo lo que le da la
posibilidad de manejar una visidén de la realidad de manera
integral.

En esa preocupacién, la Union Europea acaba de dictar la “Ley
de Inteligencia Artificial”, para limitar los posibles abusos
de esa nueva tecnologia, sobre la que cuesta imaginarse en sus
miltiples posibilidades, cada dia mas potentes.

Sin embargo, ahora, en nuestro pais, sin garantizar,
claramente, el cumplimiento de la Ley 25.326 de proteccidn de
datos personales, irrumpid, automaticamente, el circulo azul,
violeta y verde del programa de IA de la empresa Meta AI, en
las aplicaciones WhatsApp, Instagram y Facebook, integrando la
inteligencia artificial como asistente, en las aplicaciones de
mensajeria instantanea.

Meta IA es el programa inteligente que mediante lenguaje
escrito u oral puede dialogar con las personas (chatbot), que
compite contra ChatGPT de OpenAI o Gemini de Google. Con
motivo de ello, ya hay una denuncia ante la Agencia de Acceso
a la Informacidén Puablica (AAIP) porque, se sostiene, entre
otros argumentos, que Meta IA, sin autorizacidén de la persona,
usa “los datos personales en el entrenamiento de la
inteligencia artificial que nutre a ese asistente”, (Sebastian
Davidovsky, diario “La Nacién”, 31/07/24).

TICs, holocausto y Hitler

Edwin Black, en su libro “I.B.M. y el Holocausto” sostiene
que, atento la ignorancia sobre la existencia y capacidad de
una nueva tecnologia de clasificacidén de datos, la gente
participd y colaboré en los censos realizados por los nazis.
La informacidén obtenida, utilizando las tarjetas perforadas de
I.B.M., con una velocidad desconocida en ese momento, 1le
permitié a Adolfo Hitler ordenar y entrecruzar una enorme


https://www.lanacion.com.ar/autor/sebastian-davidovsky-2925/
https://www.lanacion.com.ar/autor/sebastian-davidovsky-2925/

cantidad de informacidén para identificar a judios y organizar,
rapidamente, la inadmisible y cruel persecucidén y muerte de
muchos de ellos y la confiscacion de sus bienes.

Atento lo antes referido, debe preocuparnos que, a sociedades
como a la argentina, se las pueda colonizar y violar sus
derechos, al facilitar utilizar dinamicas de 1la IA, sin
condicionamientos regulatorios, ni controles eficaces. Hay que
asegurar, debidamente, la necesidad de respetar los ambitos de
libertad de expresion y demas derechos, (intimidad, vida
privada y protecciéon de los datos personales). Todo ello
garantizado constitucionalmente, (arts. 14, 18, 19, 43, 75
inc. 22 y concordantes de la Const. Nac.).

También, tiene que evitarse que, con el inmenso manejo de
informacién personal, capacidad de almacenamiento y analisis
gue puede realizar la IA, se pretenda condicionar decisiones,
pensamientos y comportamientos de las personas.

Hay que diferenciar la tecnologia del tipo que fuere, que
ayuda a elevar la calidad humana y técnica, de la que,
adoptada sin mayores recaudos, se puede convertir en un
verdadero caballo de Troya, que ingresa para degradar,
sojuzgar, espiar, manipular y controlar a las personas,
sociedades, pueblos y/o gobiernos, de manera sutil y profunda.

Ciberpatrullaje

La Ministra de Seguridad Patricia Bullrich, por la Resolucién
428, de fecha 28/05/24, reguld el ciberpatrullaje y dispuso,
entre otros aspectos, que dicha actividad preventiva debera
“ajustarse a las facultades dispuestas por la Constitucidn
Nacional, Pactos Internacionales de Derechos Humanos, Leyes
Nacionales y sus reglamentaciones ..” y se agregdé, que “las
Fuerzas Policiales y de Seguridad Federales no podran acumular
informacidén recabada con motivo de las investigaciones previas
realizadas y, una vez concluida la actividad preventiva o
decidida la no judicializacion, debera destruirse el material
y datos obtenidos”, (art. 3, incs. “a” y “f").
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Ver BULLRICH & RODRIGUEZ LARRETA: Genealogia y andanzas de
los candidatos “pituquitos de Recoleta”

A su vez, se autorizé el uso de la IA, pero el control sélo
queda reservado al propio Ministerio de Seguridad que, se
dice, garantizard “la destruccién de la informacidén obtenida y
recabada cuando esta no fuera judicializada y la adopciodn de
medidas de resguardo de la informacidén obtenida y su
proteccion frente a posibles filtraciones”, (arts. 5y 8, inc.
“e" y “f").

Resolucion 710

Luego, el 29/07/24, la misma ministra Patricia Bullrich dicté
la resolucién 710, por la que dispuso la creacién, dentro a la
Secretaria de Inteligencia de Estado (SIDE), la Unidad de
Inteligencia Artificial Aplicada a la Seguridad (Uiaas). Ese
organismo, entre sus principales tareas estan incluidas:
“Patrullar las redes sociales abiertas, aplicaciones y sitios
de Internet. Analizar imagenes de camaras de seguridad en
tiempo real identificando mediante reconocimiento facial.
Utilizar algoritmos de aprendizaje automatico a fin de
analizar datos historicos. Procesar grandes volumenes de datos
de diversas fuentes para extraer informacién util y crear
perfiles de sospechosos o identificar vinculos entre
diferentes casos..”, (art. 4), entre otros objetivos.

Ver El ciberpatrullaje de la ministra de Sequridad Bullrich
espiando opositores

La disposicidén no aclara la manera como se destruirda la
informacidén obtenida, si no es de utilidad, dado que la IA
analiza todos los datos histdéricos y crea en base a ello,
perfiles de sospechosos, por lo que, en los hechos, no se
destruira la informacidén obtenida. Gravemente, no existe una
regulacién adecuada de las politicas de retencién vy
destrucciéon de datos en 1la IA.

En el sistema implementado por la Res. 170 tampoco se prevé un
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control independiente del accionar del ministerio de seguridad
y los servicios de inteligencia en el tema, por parte del
ministerio fiscal o del poder judicial,

Sin embargo, por ejemplo, la Acordada 2/2016 de la Corte
Suprema de Justicia de la Nacidn, organizdé la Direccién de
Captaciones del Poder Judicial de la Nacidn, que tiene a su
cargo dar cumplimiento a las medidas referentes a la
interceptacién y/o captacién de comunicaciones privadas de
cualquier tipo, que fueran requeridas por los operadores
judiciales. No se ha dictado disposicidén similar respecto al
uso de la IA.

Cuanto mads grave, si los servicios de inteligencias del Estado
pueden usar la IA integrada al programa llamado “Pegasus”,
comprado a Israel por Mauricio Macri. Ese sistema espia,
permite introducirse en aplicaciones de Internet e incluso,
logra acceder a teléfonos celulares y sacar informacidn, sin
que el usuario se percate que le estan utilizando la cémara y
los micréfonos de su movil.

Todo 1o que puede ser también usado para la persecucidn de
disidentes politicos y actuar como una policia del pensamiento
y de una vigilancia omnipresente. Hay que garantiza la
transparencia y confidencialidad tanto de la informacidn como
de los métodos de trabajo de los datos por la IA. El Congreso
de la Nacidén debe 1legislar, con urgencia, la debida
utilizacién de 1la IA en Argentina.

Miguel Julio Rodriguez Villafaie, es un ex juez federal y
abogado constitucionalista cordobés y periodista de opinidn.



